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Introduction

Καὶ μὴν καὶ τῶν πόλεων πλείστας ἀναπαύλας τῇ γνώμῃ ἐπορεύμεθα, ἀγώσι μὲν γε καὶ
θεσίας διεξοθίονες νομίζοντες, ἵδιας δὲ κατασκευαίς εὐπρεπεῖσιν, ὃν κακοὺς ἁμέραν ἢ τέρμας τὸ
λοιπὸν ἐκπλήσσει.¹

This book investigates the normative significance of data protection as a fundamental right in the European Union (EU). The Lisbon Treaty, which entered into force on 1 December 2009, elevated data protection to the status of a fundamental right as this was recognised in Article 8 of the European Union Charter of Fundamental Rights (EUCFR) alongside the right to privacy (Article 7 EUCFR). A substantial body of laws in the European Union—either general or sector-specific—pertains to data protection; however, the constitutional entrenchment of this as a fundamental right next to privacy, albeit welcomed in general with enthusiasm, raised the question of whether something had actually changed. In this context, the question normally goes: what is the added value of a right to personal data protection? Or to put it more simply, does it add anything to the right to privacy?

To answer these questions, the book explores the scope, the content and the capabilities of data protection as a fundamental right to resolve problems and to provide for effective protection. It identifies the limitations currently affecting this right that prevent it from having an added value of its own. Using a number of normative and structural arguments, the book reconceptualises our understanding of data protection so that it can operate as a fully fledged fundamental right.

It goes on to empirically test the reconstructed right to data protection in four case-studies of counter-terrorism surveillance. Surveillance is one of the main tools in the fight against terrorism, fundamental to the apprehension of terrorist networks and the prevention of terrorist attacks.² Surveillance is facilitated through the rapid advancement of new technologies and is often based on the co-operation of private actors compelled by law. Surveillance often targets personal information. This trend, also known as ‘dataveillance’, refers to the ‘systematic monitoring

¹ Thoukidides: Pericles’ Funeral Oration from the Peloponnesian War (Book 2.34–46), para 38. English translation available at http://hrlibrary.umn.edu/education/thucydides.html: ‘Further, we provide plenty of means for the mind to refresh itself from business. We celebrate games and sacrifices all the year round, and the elegance of our private establishments forms a daily source of pleasure and helps to banish the spleen.’

of people’s actions or communications through the application of information technology. The main purpose of dataveillance is to identify proactively ‘risky groups’. Dataveillance involves different aspects of individuals’ everyday lives: their communications, their travel information, their financial information, their activities on the Internet.

This book analyses the normative significance of the reconstructed right to data protection in the context of four instances of EU counter-terrorism data surveillance: electronic communications metadata surveillance, travel data surveillance, financial data surveillance and Internet data surveillance. The surveillance case studies were selected for two main reasons. The first relates to the scope of application of the rights enshrined in the Charter. According to Article 51(1) EUCFR, the provisions of the Charter are addressed to the EU institutions, bodies, offices and agencies and to the Member States only when they are implementing EU law. While it has been generally accepted that Article 8 EUCFR can be applied horizontally, it appears crucial to test the capabilities of this fundamental right, first and above all, in its vertical application to EU institutions and Member States’ actions when they implement EU law. In this respect, data surveillance represents ‘the broadest of the EU’s actions to counter terrorism’. Indeed, EU counter-terrorism law largely concerns the collection and exchange of personal data that affect in an indiscriminate manner almost every person in the EU. This leads to the second reason: the effects of EU data surveillance measures are particularly significant, thus, making it imperative to investigate the normative significance of the fundamental right to data protection in this context. In essence, the study of data surveillance measures in the light of the fundamental right to data protection aims to test the legal bite of this right in the most difficult context. The empirical chapters of the book follow a common structure that both reflects a discussion of the normative value of the fundamental right to data protection in each particular context of data surveillance, and provides a substantive counter-terrorism analysis of the specific measures examined against the fundamental rights to privacy and data protection.

The book, which bridges the gap between EU constitutional data protection law and counter-terrorism law, is divided into two parts. Part I reflects on the extent to which data protection can operate as a fully fledged fundamental right. Part II

---
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informs the theoretical discussion on the added value of the fundamental right to data protection by empirically examining, in the light of this right, four case studies of EU counter-terrorism data surveillance. ‘Ratione temporis’ the study presents the legal framework until the end of September 2016.

Part I lays down the theoretical and analytical framework of the analysis and consists of the first two chapters. Chapter 1 brings clarity to the concepts of privacy and data protection and considers the differences between them. It situates data protection in the context of EU constitutionalism and human rights law by paying special attention to its initial conception as a factor that would permit the free movement of data rather than a fundamental human right. It examines the foundational values and aims of the fundamental right to data protection and argues that these transcend privacy. It discusses the current approaches in the legal scholarship and the case law on data protection, and identifies their shortcomings. It then develops a theory on data protection that reconstructs this right and shapes its understanding in a clear and comprehensive manner that can guide courts and legislators on data protection issues.

Chapter 2 examines the jurisprudence of the European Court of Human Rights (ECtHR) and the Court of Justice of the European Union (CJEU or ECJ, used interchangeably) on the right to data protection. The ECtHR in a series of judgments has recognised data protection as an aspect of the right to private and family life found in Article 8 ECHR. Data protection has been the subject-matter of a rich case law of the CJEU even before its constitutional entrenchment as a fundamental right by the Lisbon Treaty. However, the Court’s jurisprudence regarding data protection has significantly developed since that point. In the initial years after the inclusion of this right in the Charter, the Court, while aware of its existence, could not disassociate it from privacy. Subsequently, it reluctantly started to distinguish the two rights, and recent decisions illuminate that it has reached its maturity regarding the assessment of data protection. However, it is argued that there are still outstanding issues in the Court’s analysis of this fundamental right that raise confusion as to its content and impede its functionality.

Part II examines the normative significance of the reconstructed fundamental right to data protection in different instances of counter-terrorism data surveillance. Chapter 3 considers the case of communications metadata surveillance. Communications metadata refers to information that can reveal the equipment, the location, the time and the participants of a communication, but not its content. The analysis examines the EU Data Retention Directive that imposed an obligation on electronic communications service providers to retain such data in order to fight terrorism and serious crime. The Directive was invalidated by the Court of Justice in its landmark decision in Digital Rights Ireland, but the issue of metadata retention has not been resolved, since Member States have maintained or reintroduced such legislation at the domestic level.

8 Joined Cases C-293/12 and C-594/12 Digital Rights Ireland Ltd v Minister for Communications, Marine and Natural Resources [2014] ECR I-238.
Chapter 4 focuses on travel data surveillance and examines the Passenger Name Record (PNR) case. This has both an international aspect, as the EU has entered into several bilateral international agreements on the transfer of PNR data, and a domestic one, as the EU has recently adopted its own PNR system. The chapter discusses the EU-US PNR saga and the EU PNR system. It analyses the context and content of these measures as well as the institutional actors involved in their adoption. It provides an overview of US privacy law and highlights its major shortcomings. It assesses the EU-US ‘Umbrella’ Agreement in the field of law enforcement and the recently adopted Judicial Redress Act of 2015, and finds that these do not provide robust protection of personal data on the other side of the Atlantic. It argues that the PNR case study is a prime example of the normative added value of a reconstructed fundamental right to data protection and demonstrates why the conceptual confusions of privacy and data protection often committed by the European judiciary are not merely theoretically erroneous, but also dangerous in practice. The chapter also reflects on the issues raised by terrorist profiling and concludes with a substantive fundamental rights assessment of the PNR.

Chapter 5 discusses financial data surveillance by considering the Terrorist Finance Tracking Programme (TFTP). It analyses how the programme became the subject of an international agreement between the EU and the US after its initial secret operation. It investigates the problematic role of Europol in the context of the EU-US TFTP Agreement and discusses the implications of the programme in the light of the fundamental rights to privacy and data protection.

Chapter 6 focuses on the Internet data surveillance undertaken by the US intelligence authorities as revealed by Edward Snowden. It examines the US foreign intelligence surveillance measures carried out with the compulsory assistance of leading US-based Internet companies such as Facebook, Skype, Google, Microsoft and Apple, and analyses the CJEU’s seminal decision in Schrems\(^9\) that invalidated the Safe Harbour scheme. It assesses the recently adopted Privacy Shield in the light of fundamental rights and concludes that this does not comply with the Court’s pronouncements regarding the permissibility of mass surveillance targeting the content of electronic communications.

Chapter 7, Conclusions, draws together the discussion and addresses the core questions of whether and how the fundamental right to data protection can have a normative significance in the context of counter-terrorism data surveillance. While it is argued that the reconstructed right to data protection has an added value in the substantive assessment of counter-terrorism measures, the case studies suggest that modern surveillance techniques can empty essential aspects of the content of this right to the detriment of the data subjects. The book submits that it is in these cases that the essence of the fundamental right to data protection should be able to play a role and calls for the Court of Justice to develop its case law in this direction.

\(^9\) Case C-362/14 Maximilian Schrems v Data Protection Commissioner (Judgment of the Court (Grand Chamber), 6 October 2015).
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decisions. In this respect, the control over personal information conception of privacy is narrow because it fails to take the second interest into account. On the other hand, it is too vague because it does not provide a clear definition of the notion of personal information, over which the individual is entitled to control. For instance, while one definition of personal information as ‘control over who can see us, hear us, touch us, smell us, and taste us, in sum, control over who can sense us’, is considered unduly broad; another, that sees personal information as ‘any data about an individual that is identifiable to that individual’ does not fit well in a privacy theory, because ‘there is a significant amount of information identifiable to us that we do not deem as private.’

II. CONCEPTUALISING DATA PROTECTION

Writing on the concept of data protection, Paul de Hert and Serge Gutwirth comment that ‘it is impossible to summarise data protection in two or three lines. Data protection is a catch-all term for a series of ideas with regard to the processing of personal data’. Directive 95/46/EC (the ‘European Data Protection Directive’ or ‘Data Protection Directive’) considers data protection as the protection of ‘the fundamental rights and freedoms of natural persons, and in particular their right to privacy with respect to the processing of personal data’. The General Data Protection Regulation (GDPR), which repeals the Data Protection Directive and which will apply from 25 May 2018, states that it ‘protects fundamental rights and freedoms of natural persons and in particular their right to the protection of personal data’. The notions of ‘processing’ and ‘personal data’ are central to understanding the concept of data protection. In general terms, ‘processing’ can be

66 ibid, 762. See also Whalen v Roe 429 US 589 (1977), 598–600.
67 Solove, n 15 above, p 24.
70 Solove, n 15 above, p 25.
73 Data Protection Directive, Art 1(1). Similarly, Convention No 108 of the Council of Europe defines data protection as ‘the respect of the rights and freedoms [of the individual], and in particular his right to privacy, with regard to automated processing of personal data relating to him’. Convention for the Protection of Individuals with regard to Automatic Processing of Personal Data, Strasbourg, 28 January 1981, European Treaty Series No 108.
75 GDPR, Art 1(2). See also Art 1(1).
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seen as any operation performed upon the data, from their collection, recording, storage, use, to their disclosure, dissemination, erasure and destruction.\textsuperscript{76} The data are considered personal, when they can be linked to a certain individual, normally referred to as the ‘data subject’.\textsuperscript{77} Data protection can be conceived, thus, as referring to this set of legal rules that aim to protect the rights, freedoms and interests of individuals, whose personal data are collected, stored, processed, disseminated, destroyed, etc.\textsuperscript{78} The rights granted to the ‘data subjects’ correspond to relevant responsibilities of the ‘controllers’. ‘Controllers’ are the natural or legal persons who ‘determine the purposes and means of the processing of personal data’\textsuperscript{79}

The ultimate objective of data protection is to ensure ‘fairness in the processing of data and, to some extent, fairness in the outcomes of such processing’.\textsuperscript{80} The fairness of processing is safeguarded by a set of principles (also known as ‘fair information principles’ or ‘data protection principles’), which, in general terms, can be couched as follows:\textsuperscript{81}

1) personal information should be collected and processed fairly and lawfully;
2) it should be collected for specified, explicit and legitimate purposes and not further processed in a way incompatible with those purposes;
3) it should be adequate, accurate, relevant and not excessive with regard to the purposes for which it is collected and processed;
4) it should not be kept for longer than is necessary for the purposes for which it was collected and processed;
5) the consent of the person to whom the information relates is necessary for some categories of processing;
6) security measures should be taken in order to protect the data from accidental loss or unauthorised disclosure and use;
7) the individual should be informed that his/her data are held by others; should be given access to them and the possibility to correct them and delete them in certain cases;
8) the processors of personal information should be accountable for complying with the fair information principles;
9) compliance with these requirements should be controlled by an independent authority.

\textsuperscript{76} See Data Protection Directive, Art 2(b); Art 4(1) GDPR and Art 2(c) of Convention 108.
\textsuperscript{77} Data Protection Directive Art 2(a) provides that ‘personal data’ denotes ‘any information relating to an identified or identifiable natural person’. See also Art 4(1) GDPR and Art 2(c) of Convention 108.
\textsuperscript{79} Data Protection Directive, Art 2(d) and Art 4(7) GDPR. Art 2(d) of Convention 108 uses the concept ‘controller of the file’.
\textsuperscript{80} Bygrave, n 32 above, p 168.
\textsuperscript{81} The list presents indicatively only a core of fair information principles. The exact formulation of the principles differs in the various texts, for instance, the EU Data Protection Directive, the GDPR, the CoE Convention No 108, the OECD and the APEC privacy guidelines. See also Art 29 WP, Transfers of personal data to third countries: Applying Arts 25 and 26 of the EU Data Protection Directive, 24 July 1998, 5.
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While defining data protection does not seem to involve the philosophical controversies and difficulties that the concept of privacy faces, nevertheless, it is not a notion without problems itself. Its meaning is not very clear from the outset, all the more because its definition appears to be quite technical and confusing, as it is based on further concepts, such as ‘personal data’ and ‘processing’ that seek definition themselves. The term ‘data protection’, which is derived from the German Datenschutz, is most commonly used in (continental) European jurisdictions; in the USA, Canada and Australia, other terms such as ‘informational privacy’, ‘data privacy’ or simply ‘privacy protection’ are used.

A. Approaches to Data Protection

There is often a confusion as to how data protection should be perceived. Is data protection a factor of economic growth? Is it a fundamental human right? Is it a consumer right? Or can it be simply seen as a ‘problem of trust’ over the security of personal information? There are different ways of approaching data protection and the debate is not without practical consequences for the concept of the notion. Below, the two main approaches to data protection, the economic approach and the fundamental rights’ approach are discussed. The OECD privacy regulatory framework is used as an example of the former, and that of the EU as an example of the latter.

i. The Economic Approach

An example of the economic approach to data protection can be found in the OECD Privacy Guidelines. The Organisation for Economic Co-operation and
Development (OECD) is an international organisation established in 1961, whose aim is to promote policies to improve economic and social well-being. It is an economic organisation that measures productivity and global flows of trade and investment, carries out analysis mainly in economic matters, and is not involved in human rights activities. It attempts to promote rules and set international standards in many areas, such as, for instance, development, education, employment, energy, environment, finance, investments, science and technology, taxation and trade.

In a symposium organised by the OECD in 1977 on Transborder Data Flows and the Protection of Privacy, the economic value and national interest of transborder data flows was discussed by the participants. In a comment made by Louis Joinet, who participated later in the drafting of the OECD Guidelines, it was noted:

Information is power, and economic information is economic power. Information has an economic value and the ability to store and process certain types of data may well give one country political and technological advantage over other countries. This in turn may lead to a loss of national sovereignty through supranational data flows.

Following the symposium, an Expert Group was created to begin work on the privacy guidelines. The main aim was to tackle concerns about the growing use of personal data and computerised processing. But, given the OECD’s mandate to promote economic growth and contribute to the expansion of world trade, a further aim was to prevent national laws from creating barriers to the free flow of information and to the development of economic and social relations among member countries. The Guidelines, adopted on 23 September 1980, place an emphasis on ensuring that the measures introduced to protect personal data would not result in restricting transborder data flows. Thus, data protection is

---

89 Louis Joinet was at the time the President of the French Commission nationale de l’informatique et des libertés (CNIL) (National Commission on Informatics and Liberty).


91 Expert Group on Drafting Guidelines Governing the Protection of Privacy and Transborder Data Flows of Personal Data.


93 See OECD Recommendation of the Council Concerning Guidelines Governing the Protection of Privacy and Transborder Flows of Personal Data (23 September 1980), available at www.oecd.org/document/18/0,3746,en_2649_34255_1815186_1_1_1_1,00.html.

94 OECD Guidelines on the Protection of Privacy and Transborder Flows of Personal Data, available at www.oecd.org/document/18/0,3746,en_2649_34255_1815186_1_1_1_1,00.html. The OECD Privacy Guidelines are not legally binding. The Guidelines contain eight fair information principles: 1) the Collection Limitation Principle; 2) the Data Quality Principle; 3) the Purpose Specification Principle; 4) the Use Limitation Principle; 5) the Security Safeguards Principle; 6) the Openness Principle; 7) the Individual Participation Principle; and 8) the Accountability Principle.
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seen mainly as a factor fostering international economic aims through the facilitation of free and unimpeded transfers of personal information.95

ii. The Fundamental Rights’ Approach

The European Union constitutes the prime example of the fundamental rights approach to data protection.96 Unlike the Council of Europe, the EU is not a human rights organisation. It was created as an economic community, and while it has gone a long way from that, still, many of its competences are of an economic nature.

Data protection, hence, at its birth in the EU, was an internal market concern, similar to the economic approach of the OECD Guidelines analysed above. Directive 95/46/EC, the ‘Data Protection Directive’, was the first piece of legislation adopted in the EU on the protection of personal data.97 The Directive had two objectives: to harmonise the different national rules on data protection, and to ensure simultaneously the free movement of such data.98 Fundamental rights and market freedoms were placed on the same footing under the Directive.99 According to Recital 3, the establishment and functioning of the internal market in which goods, persons, services and capital can move freely requires ‘not only that personal data should be able to flow freely from one Member State to another, but also that the fundamental rights of individuals should be safeguarded.’ This was because divergent levels of protection of fundamental rights, and in particular of the right to privacy with regard to the processing of personal data, would create obstacles to the pursuit of a number of economic activities at Community level.100 In order to remove these obstacles, the level of protection of individual rights had to be made equivalent in all Member States.101 The equivalent protection of fundamental rights was expected to render free movement of data possible because

96 Data protection is recognised as a fundamental right at the constitutional level in several European countries, such as Portugal, Austria, Spain, Greece, Hungary, Slovakia, the Czech Republic, Poland and Estonia.
100 Data Protection Directive, Recital 7.
Member States would ‘no longer be able to inhibit the free movement between them of personal data on grounds relating to the protection of the rights and freedoms of individuals, and in particular the right to privacy.’ The Directive was, thus, intended as a harmonisation instrument and was adopted under the legal base of Article 95 of the EC Treaty (now Article 114 TFEU), which concerns the approximation of legislation relating to the internal market.

Data protection was not only born out of internal market concerns; its concept was also recognised as a dimension of privacy and its protection was dependent on it. According to the Data Protection Directive:

the object of the … laws on the processing of personal data is to protect fundamental rights and freedoms, notably the right to privacy, which is recognised both in Article 8 of the ECHR and the general principles of Community law.

Data protection was included as a fundamental right in the EUCFR, which enjoys the status of EU primary law pursuant to Article 6(1) TEU, since the Lisbon Treaty entered into force as from 1 December 2009. The relevant provision is Article 8 EUCFR. The right to privacy is enshrined in the Charter in Article 7 EUCFR, which reads:

**Article 7—Respect for private and family life**

Everyone has the right to respect for his or her private and family life, home and communications.

**Article 8 of the Charter provides:**

**Article 8—Protection of personal data**

1. Everyone has the right to the protection of personal data concerning him or her.
2. Such data must be processed fairly for specified purposes and on the basis of the consent of the person concerned or some other legitimate basis laid down by law. Everyone has the right of access to data which has been collected concerning him or her, and the right to have it rectified.
3. Compliance with these rules shall be subject to control by an independent authority.

The fundamental right to personal data protection is set out in three paragraphs in Article 8 EUCFR. The first contains the general recognition of the right: everyone has the right to the protection of personal data concerning him or her. The second and the third paragraphs describe the content of the right and lay down six requirements applicable to the processing of personal data.

---

103 Data Protection Directive, Recital 10. Art 1 of the Directive stipulates: ‘Member States shall protect the fundamental rights and freedoms of natural persons, and in particular their right to privacy with respect to the processing of personal data.’
104 Consolidated Version of the Treaty on European Union [2008] C326/15 (TEU), Art 6(1) TEU provides: ‘The Union recognises the rights, freedoms and principles set out in the Charter of Fundamental Rights of the European Union of 7 December 2000, as adapted at Strasbourg, on 12 December 2007, which shall have the same legal value as the Treaties.’
105 González Fuster, n 33 above, p 4.
1) must be processed fairly; 2) for specified purposes; 3) on the basis of the consent of the person concerned or some other legitimate basis laid down by law; 4) individuals must have a right to access data concerning them; 5) a right to rectify it; and 6) compliance with these rules must be subject to control by an independent authority. All six requirements correspond to respective data protection principles: 1) the principle of fair processing; 2) the principle of purpose specification; 3) the need of a legitimate basis for processing; 4) the right of access; 5) the right of rectification; and 6) the principle of independent supervision.

The inclusion of data protection in the EUCFR signals the EU’s departure from an economic approach to data protection to a fundamental rights’ one for two reasons: first, data protection is formally recognised as a fundamental right in primary EU constitutional law,\(^\text{106}\) and second, for the first time at the international level, data protection is disassociated from the right to privacy, in that it is no longer regarded as a fundamental right, insofar as it can be seen as an aspect of privacy.

B. Data Protection as a Fundamental (Human?) Right

Human rights scholars normally agree that ‘there are no inherent reasons’ explaining why new human rights should not be recognised in international law.\(^\text{107}\) Nonetheless, the recognition of new human rights must be able to achieve a balance between, on the one hand, ‘the need to maintain the integrity and credibility of the human rights tradition’, and on the other hand, ‘the need to adopt a dynamic approach that fully reflects changing needs and perspectives and responds to the emergence of new threats to human dignity and well-being.’\(^\text{108}\) In this sense, it has been suggested that a certain claim should satisfy a number of criteria in order to qualify as a human right in terms of international law. There is not a unique, authoritative list of criteria, but most commonly these have been set out in the following way.\(^\text{109}\) The new human right should: a) ‘reflect a fundamentally social value’; b) be relevant in diverse value systems; c) be eligible for recognition on the basis that it is an interpretation of international law obligations or a formulation that is declaratory of general principles of law; d) ‘be consistent with, but not merely repetitive of, the existing body of international human rights law’; e) be

---

\(^{106}\) Data protection is also enshrined in Arts 16 TFEU and 39 TEU. See H Hijnans, The European Union as Guardian of Internet Privacy: The Story of Art 16 TFEU (Switzerland, Springer International Publishing, 2016).


\(^{109}\) The list of criteria is adapted from the relevant list provided by Alston regarding the recognition of new human rights in international law. Alston, n 108 above, p 615.
capable of achieving a very high degree of consensus; and f) ‘be sufficiently precise as to give rise to identifiable rights and obligations’.  

While international law instruments normally use the term ‘human rights’, the EU (and national legal orders) speak of ‘fundamental rights’. Fundamental rights are defined as ‘rights contained in a constitution or in a certain part of it, or if the rights in question are classified by a constitution as fundamental rights’. The explicit recognition of an EU bill of rights, the EU Charter of Fundamental Rights has its own history. Although fundamental rights were recognised and protected as general principles of EU law by the ECJ, the EU did not have a written text of rights. Discussions for the adoption of an EU list of fundamental rights started in the 1980s. Following the adoption of the Amsterdam Treaty, the Commission appointed a ‘Group of Experts’ to assess the opportunities and constraints of an explicit recognition of fundamental rights, including the introduction of new rights mirroring the ‘challenges of an information society’. The Group of Experts concluded that ‘a text enabling individuals to ascertain their rights’ was ‘imperative for affirming fundamental rights in the European Union’. In June 1999, the Cologne European Council decided that a ‘Charter of Fundamental Rights’ should be established in the EU in order to make the overriding importance and relevance of fundamental rights ‘more visible to the Union’s citizens’. The elaboration of the drafting of the Charter was assigned to a body composed of representatives of the Heads of State and Government, the President of the Commission, Members of the European Parliament and national parliaments. The body, which named itself ‘the Convention’, officially concluded the draft of the Charter on 2 October 2000. The Charter of Fundamental Rights of the EU was formally proclaimed by the EU institutions on 7 December 2000 and became legally binding with the entry into force of the Lisbon Treaty on 1 December 2009.

The Charter’s preamble states that ‘it is necessary to strengthen the protection of fundamental rights in the light of changes in society, social progress and scientific and technological developments by making those rights more visible’. In fact, according to the preamble, the Charter ‘reaffirms’ fundamental rights as they result from ‘the constitutional traditions and international obligations common to the Member States’, the EU Treaties, the ECHR, the Social Charters adopted by the Community and by the Council of Europe and the case law of the Court of Justice.
of the European Communities and of the European Court of Human Rights.\textsuperscript{118} The Explanations to the Charter\textsuperscript{119} state that the right to the protection of personal data is based on Article 286 EC, Directive 95/46/EC, Article 8 ECHR and Convention 108 of the Council of Europe for the Protection of Individuals with regard to Automatic Processing of Personal Data. This pronouncement appears confusing for several reasons. First, Article 8 ECHR establishes the right to respect for private and family life, but does not mention data protection. Second, Directive 95/46/EC constitutes secondary EU law and does not fall within any of the fundamental rights sources mentioned in the Charter’s preamble. Thirdly, Convention 108 refers to data protection as safeguarding respect for ‘the rights and fundamental freedoms of the individual, and in particular his right to privacy, with regard to automatic processing of personal data relating to him.’\textsuperscript{120} Data protection is, therefore, associated with privacy in that instrument, and is not recognised as a fundamental right as such.\textsuperscript{121} Finally, Article 286 EC (now replaced by Article 16 TFEU) was the Treaty legal basis ensuring that Community institutions and bodies were bound by data protection legislation under the supervision of an independent body. Article 286 EC, while primary law, did not establish a fundamental right to the protection of personal data as the one recognised by Article 8 EUCFR. It seems, therefore, that the Charter has done much more than simply ‘reaffirming’ data protection as a right found in other sources; the Charter has introduced a new fundamental right, albeit with an already familiar content. The recognition of data protection as a fundamental right in the EU seems to broadly satisfy the criteria employed by international human rights scholars for the introduction of new human rights: data protection reflects fundamental social values in the era of the rapid advancement of new technologies; it has been relevant for some time in national, international and transnational systems; it is consistent with the existing body of laws in the field; it achieved a high degree of consensus at least in the EU; and it gives rise to ‘identifiable rights and obligations’.

As to why data protection was recognised as a fundamental right in the EU, academic literature has identified three possible explanations. First, the European Union, 15 years after the Data Protection Directive, is more than an economic union, as its name implies. Its competences extend to Common Foreign and Security Policy (CFSP)—the former Second Pillar, and Police and Judicial Cooperation in Criminal Matters (PJC)—the former Third Pillar.\textsuperscript{122} Data protection had, therefore, to be distanced somehow from internal market freedoms in order

\footnotesize{\textsuperscript{118} ibid.  
\textsuperscript{120} Art 1 Convention No 108.  
\textsuperscript{122} The shortcomings of fundamental rights protection in the second and third pillars were identified by the Group of Experts also as reasons for the elaboration of a written text of fundamental rights in the EU.}
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to cover those areas.\textsuperscript{123} Data protection as a fundamental right applies to further areas of processing, besides the common market and the commercial flows of personal data. Data protection is made, thus, ‘a legal requirement throughout the Union’\textsuperscript{124} and covers processing for law enforcement purposes.\textsuperscript{125} Second, the time seemed ripe for the ‘independence’ of data protection from privacy.\textsuperscript{126} A fundamental right to data protection expresses values that go beyond privacy.\textsuperscript{127} In this respect, some authors have also pointed out that the recognition of a separate right to data protection, next to privacy, is ‘more respectful of the different European constitutional traditions’,\textsuperscript{128} because it takes into account that certain EU Member States, for instance, Germany and France, do not link data protection to privacy, but base it on different constitutional values, such as liberty (France) or dignity and personality (Germany).\textsuperscript{129} Finally, there is a pragmatic reason for the elevation of data protection to the status of a fundamental right: individuals must be aware of its existence and conscious of the ability to enforce it in the light of the new challenges arising from the rapid development of information and communication technologies.\textsuperscript{130}

C. A Complicated Relationship: Data Protection and Privacy

Following the constitutional entrenchment at the EU level of a right to data protection, the exact nature of the relationship between privacy and data protection has been the subject of a vivid academic debate. In particular, legal scholars have been concerned with the question whether data protection can be conceived as a ‘separate’\textsuperscript{131} or an ‘autonomous’\textsuperscript{132} fundamental right, ‘distinct’\textsuperscript{133} from the right


\textsuperscript{124} Art 29 WP on the Protection of Individuals with Regard to the Processing of Personal Data, Recommendation 4/99 on the inclusion of the fundamental right to data protection in the European catalogue of fundamental rights.

\textsuperscript{125} Nouwt, n 95 above, p 286.


\textsuperscript{127} Art 29 WP, Opinion 4/2007 on the concept of personal data. For an overview of the values see below.

\textsuperscript{128} De Hert and Gutwirth, n 126 above, p 82.


\textsuperscript{130} See EU Network of Independent Experts on Fundamental Rights, n 116 above, p 11.


to privacy, or whether it should be regarded as an aspect of privacy. The confusion is further exacerbated by the fact that data protection is often referred to as ‘informational privacy’, ‘data privacy’ or simply ‘privacy’, especially on the other side of the Atlantic. Furthermore, it has been argued that it is not clear whether privacy and data protection ‘overlap’ in certain aspects, so that they can be seen as ‘similar’ rights.

A number of points can be advanced here. First, one cannot lose sight of the EU constitutional reality: data protection has been recognised as a fundamental right, alongside privacy in the EU Charter of Fundamental Rights, which constitutes primary EU law. This means that, in the European constitutional landscape at least, data protection is considered (or expected) to add something to privacy. Whether this is the case, in the context of counter-terrorism surveillance, is a question that the present book explores.

Second, one cannot lose sight of the historical reality: data protection legislation is a relative newcomer; it only appeared in Member States’ legislation in the 1970s as a response to the concerns raised about the increasingly centralised processing of personal data and the establishment of huge data banks. The first piece of data protection legislation was enacted in 1970 by the German state of Hesse. It was followed by Sweden in 1973 and, subsequently, by other European countries. In most cases, legislators opted to legitimise the data protection regulation by simply referring to traditional privacy concepts. As has been pointed out, ‘provisions proclaiming the right to privacy or private life constitute the most direct inspiration for the principles of data protection laws.’ On the other hand,

135 G González Fuster, n 33 above, p 271 and references therein. It is not clear, however, what the meaning of ‘similar’ rights is and what is the normative significance of such characterisation.
139 Austria (Federal Act of 18 October 1978 on the protection of personal data, Bundesgesetzblatt No 565/1968); Denmark (Public Authorities Registers Act, No 294 (1978), and Private Registers Act No 293 (1978)); France (Act 78-17 of 6 January 1978 on Data Processing, Data Files and Individual Liberties, [1978] JO 227); West Germany (Federal Data Protection Act [1977] BGB I 201); Norway (Act of 9 June 1978 relating to Personal Data Registers).
140 Bygrave, n 32 above, p 730.
141 Bygrave, n 32 above, p 116. However, González Fuster contends that it is a ‘misconception’ to argue that data protection derives from privacy, because ‘there are a number of Member States that historically have not envisaged the protection of personal data from the perspective of the right to privacy.’ See G González Fuster, n 33 above, p 268.
to rephrase Spiros Simitis, privacy is ‘an old and venerable’ right, entrenched for many years as a fundamental right in national constitutions and international texts.

Nevertheless, privacy and data protection are not identical rights. On the one hand, data protection seems to fall in this aspect of privacy that is known, as seen above, as control over personal information. However, ‘what privacy protects is irreducible to personal information’. Privacy is a much broader concept that embodies a range of rights and values, such as non-interference or the right to be let alone, limited access to oneself, intimacy, seclusion, personhood, and so on according to the various definitions.

On the other hand, not all personal data are necessarily ‘private’. As the Court of First Instance (CFI) (now: General Court) rightly observed in *Bavarian Lager*:

> It should be emphasised that the fact that the concept of ‘private life’ is a broad one, in accordance with the case-law of the European Court of Human Rights, and that the right to the protection of personal data may constitute one of the aspects of the right to respect for private life, *does not mean that all personal data necessarily fall within the concept of ‘private life’. A fortiori, not all personal data are by their nature capable of undermining the private life of the person concerned.*

This was confirmed by the Court of Justice that stated categorically in *Client Earth* that ‘the concepts of “personal data”… and of “data relating to private life” are not to be confused.’ A different approach is very problematic, as the UK case *Durant v Financial Services Authority* demonstrates. This case concerned an individual’s request to access certain files containing information about some litigation he had with his bank. The Court of Appeal rejected his request on the basis that such information did not constitute personal data because personal data is only information which is

biographical in a significant sense; has to have the individual as its focus; and has to affect an individual’s privacy whether in his personal family life, business or professional activity.

So restrictive a view of personal data cannot be accepted. Personal data is information relating to an identified or identifiable individual, and not information that

---

142 Simitis comments: ‘Privacy is an old and venerable subject.’ Simitis, n 50 above, p 730.
143 Rouvroy and Poullet, n 30 above, p 70.
145 Case T-194/04 Bavarian Lager (CFI, 8 November 2007).
146 ibid, paras 118–19. Emphasis added.
147 See Case C-615/13 P Client Earth (CJEU, 16 July 2015), para 32.
might affect ‘in a significant sense’ an individual’s private life. This means that data protection and privacy are not exactly the same rights.\textsuperscript{150}  

Furthermore, unlike privacy’s elusive and subjective nature, that makes this right different across different contexts and jurisdictions, data protection does not display any subjective elements in determining its limits and the grounds for remedies.\textsuperscript{151} On the contrary, it has in many respects a procedural nature that makes it more ‘objective’ as a right.\textsuperscript{152} Finally, data protection transcends informational privacy itself because, as is demonstrated in the section below, it serves other, further fundamental rights and values besides privacy.\textsuperscript{153}

D. The Foundational Values of Data Protection

i. Privacy

It should be accepted that privacy is ‘one—if not the—major’\textsuperscript{154} value that data protection laws aim to safeguard.\textsuperscript{155} Article 1 of both Convention No 108 and the Data Protection Directive states that their purpose is the protection of the fundamental rights and freedoms of the individual and in particular his right to privacy, with respect to the processing of personal data. Other international data protection instruments, such as the UN and the OECD Guidelines, also stress the link between data protection and privacy, but remain unclear about the exact nature of this link.\textsuperscript{156} Moreover, national data protection texts, or their travaux préparatoires, often refer to privacy as one of the main aims\textsuperscript{157} of their data protection legislation.\textsuperscript{158} Privacy is, however, not defined in those data protection laws and, therefore, its meaning must be further sought ‘partly in the substance of the principles laid down in the laws themselves, partly in the way those principles have been applied, and partly in general, societal notions of what privacy is.’\textsuperscript{159} The fact that

\textsuperscript{150} G González Fuster, n 33 above, p 271.
\textsuperscript{152} See Bennett and Raab, n 11 above, p 8.
\textsuperscript{154} Bygrave, n 32 above, p 125.
\textsuperscript{155} El Bloustein, ‘Privacy as an Aspect of Human Dignity: An Answer to Dean Prosser’ (1964) 39 New York Law Review 962, 1003; Fried, n 60 above, pp 477–78; Reiman, n 59 above, p 26; Westin, n 61 above, p 39.
\textsuperscript{156} UK Information Commissioner, n 153 above, p 4.
\textsuperscript{157} Writing on national data protection rules in Europe, Hondius contends that ‘Privacy plays a certain role in all the laws, but never a dominating one.’ See FW Hondius, ‘Data Law in Europe’ (1980) 16 Stanford Journal of International Law 87, 94–95.
\textsuperscript{158} ibid, pp 92–93; Bygrave, n 32 above, p 116.
for a considerable time the subject-matter of an extensive legal framework before
and after its inclusion in the Charter.

In fact, as mentioned above, the Explanations to the Charter refer to the Data
Protection Directive as one of the sources of inspiration of this fundamental
right.\(^{257}\) Moreover, Article 52(7) EUCFR states that the explanations drawn up as a
way of providing guidance in the interpretation of the Charter must be given ‘due
regard by the courts of the Union and of the Member States’. This raises pertinent
questions regarding the relationship of the fundamental right to data protection
with secondary legislation. These concern the content and the interpretation of
this right. Besides the six constitutive principles of data protection expressly listed
in paragraphs 2 and 3 of Article 8 EUCFR, can the content of the right to data pro-
tection be ascertained also with reference to secondary EU legislation? And, what
if secondary legislation changes over time the level of protection offered? Would
amendments resulting from subsequent secondary law affect the interpretation of
Article 8 EUCFR?\(^ {258}\)

C. Reconstructing Data Protection: The Conditions

If the right to data protection is to be a bona fide fundamental right with a value of
its own, it needs to be reconstructed, in order to satisfy three conditions. The fi rst
is that it should be recognised that the fundamental right to data protection has
an ‘autonomous content’ of its own, which is independent from secondary legisla-
tion. The second condition that data protection needs to satisfy in order to be a
fully-functional fundamental right is that it should be balanced against opposing
rights or other interests as such, not through the proxy of privacy. The third condi-
tion is that data protection as a fundamental right should be able to function both
positively and negatively. It should be able, on the one hand, to regulate, channel
and control power, and on the other hand, to prohibit power.

i. The Fundamental Right to Data Protection Should Have an ‘Autonomous’
Content

Data protection may well have been regulated in a number of secondary law
instruments in the EU legal order, but its inclusion in the Charter has a normative
significance, only if this is disassociated from secondary legislation and it is recog-
nised that as a fundamental right it has an ‘autonomous’ content of its own. This
fundamental requirement derives from EU constitutional law and in particular,

\(^{257}\) See above.
\(^{258}\) The Austrian Supreme Court referred this question to the CJEU in the Digital Rights Ireland case.
A New Theory for Data Protection

Article 6(1) TEU, which stipulates that the rights, freedoms and principles set out in the EU Charter of Fundamental Rights have the same legal value as the Treaties. Since data protection is listed as a fundamental right in the Charter, the content of Article 8 EUCFR cannot be dependent on secondary legislation. In fact, the validity of secondary legislation, including secondary data protection laws and their subsequent amendments, should be reviewable in the light of the fundamental rights enshrined in the Charter, such as the fundamental right to data protection. Indeed, the CJEU in its seminal judgment in Digital Rights Ireland, reviewed (and annulled) the Data Retention Directive, which was listed as modification of secondary data protection legislation on the basis of Article 8 EUCFR.

It is accepted that there are some difficulties disassociating the fundamental right to data protection from relevant secondary legislation because certain concepts crucial for the right to the data protection, such as ‘personal data’ and ‘processing’ are defined in secondary legislation. This, however, does not mean that data protection as a fundamental right cannot have an ‘autonomous’ content. Such autonomous content does not require that the definition of these concepts should be necessarily different from the one provided in secondary legislation. It requires merely that this should be independent from secondary law. A similar argument can be made regarding the data protection principles listed in Article 8 EUCFR. The autonomous nature of the fundamental right to data protection does not prohibit the interpretation of these to draw inspiration from a broader list of data protection principles found in other international or European legal instruments. Indeed, this is confirmed by Article 52(7) EUCFR, which states that the Explanations of the Charter can provide guidance in its interpretation and should be given due regard by the courts of the Union and of the Member States.259 The Explanations of the Charter refer to the Data Protection Directive and Convention No 108, and these could be taken into consideration when assessing and interpreting the data protection principles listed in Article 8 EUCFR. Nevertheless, the content of these principles remains autonomous and does not depend on secondary legislation. Thus, changes to the level of protection of personal data in subsequent amendments of secondary legislation do not affect the autonomous concept of the fundamental right to data protection enshrined in the Charter and are subject to review in the light of this.

Before turning to the second condition, it is necessary at this point to make a clarification about the content of the fundamental right to data protection. In particular, it should be considered what exactly constitutes this right, on the basis of which we should be able to assess any interferences with this. Article 8 EUCFR consists of three paragraphs: the first states that ‘everyone has the right to the protection of personal data concerning him or her’; the second provides that such data must be processed fairly for specified purposes on a legitimate basis laid down by law and guarantees a right of access to the data and a right to rectification;

259 See also Art 6(1) TEU.
the third paragraph makes compliance with these rules subject to control by an independent authority. In this respect, is the right to data protection enshrined in Article 8 (1) EUCFR or is it found in Article 8 EUCFR taken as a whole? The answer to this question is important because it will determine how an interference to this fundamental right is to be established. If we consider that the fundamental right to data protection is found in Article 8(1) solely, which stipulates that everyone has a right to the protection of his personal data, then any processing of such data will necessarily mean that it interferes with this fundamental right. If, on the other hand, we accept that the right is not confined only in the first paragraph of Article 8 but it is enshrined in all the three paragraphs of this Article, an interference with this will be established only when the processing in question interferes with one or more data protection principles. The case law of the CJEU has so far followed the former approach. Nevertheless, I submit that the latter approach that sees the right to data protection in all the three paragraphs of Article 8 EUCFR is more correct and should, therefore, be adopted. This is for two reasons. First, the view that any type of processing of personal data interferes with the right to data protection, besides introducing a cyclical argument, is counter-intuitive because it also includes lawful processing that complies with all the requirements of Article 8 EUCFR. Secondly and more importantly, determining with accuracy the actual interference of a certain type of processing with the right to data protection is fundamental in order to be able to undertake a robust analysis of the permissibility of such interference on the basis of Article 52(1) EUCFR. Instead of merely assessing that the measure in question entails processing of personal data and, therefore, interferes with the right to data protection in general, it is important to determine the specific data protection principles the processing at issue interferes with. This makes the scope of the analysis clearer from the start and allows for a solid further examination of the justifiability of the established interference.

ii. A Balancing Mechanism for Data Protection

Data protection—as privacy—is not an absolute right. On the contrary, it should be weighed against contrasting values and rights in a democratic society. This means, furthermore, that data protection can legitimately be subjected to restrictions. These restrictions, however, will be permissible, insofar as they meet the following conditions: i) they are provided by law, ii) they pursue objectives.

---

260 For a detailed analysis see Chs 2, 3 and 6.
261 The Court of Justice has repeatedly held that ‘the right to the protection of personal data is not an absolute right, but must be considered in relation to its function in society’. See Joined Cases C-92/09 and C-93/09 Volker und Markus Schecke GbR (C-92/09), Hartmut Eifert (C-93/09) v Land Hessen (ECJ (GC), 9 November 2010), para 48 and Case C-543/09 Deutsche Telekom (ECJ, 5 May 2011), para 51. See also GDPR, Recital 4.
262 As the Court of Justice has held, human rights are ‘far from constituting unfettered prerogatives’ and they are subject ‘to limitations laid down in accordance with the public interest.’ See Case 4/73 Nold v Commission [1974] ECR 491, para 14.
of general interest recognised by the Union or the need to protect the rights and freedoms of others, iii) they are necessary, iv) they conform with the principle of proportionality, and v) they respect the ‘essence’ of the right to data protection.\textsuperscript{263}

This is the second condition that data protection needs to satisfy in order to be a fully functional fundamental right. It should be balanced against opposing interests as such, not through the proxy of privacy. This means that infringements of the right to data protection should be determined on the basis of the data protection principles themselves, with the application of the principle of proportionality,\textsuperscript{264} without the need to recourse to the right to privacy. The processing, thus, of personal data should be deemed proportionate or disproportionate, on the basis of the specific fair information principle or principles, with which it interferes. Determining disproportionate processing on the basis of the right to privacy and not of the specific data protection principle that this goes against, is not only an unnecessary circumvention of the existing law that renders data protection virtually useless. It is also dangerous, because there could be instances of disproportionate processing of personal data that hardly, however, constitute disproportionate interferences with the right to privacy. The problem posed in the US Supreme Court case of \textit{United States v Miller}\textsuperscript{265} could be a useful example here.

In this case, federal law enforcement officials issued subpoenas to two banks to produce a customer’s financial records. The banks complied with the subpoenas, but the customer was not notified of the disclosure of the records until later in the course of prosecution. He argued that the subpoenas violated his Fourth Amendment rights,\textsuperscript{266} but the Court concluded that he lacked a reasonable expectation of privacy in the financial records maintained by his bank,\textsuperscript{267} because ‘the Fourth Amendment does not prohibit the obtaining of information revealed to a third party and conveyed by him to Government authorities.’\textsuperscript{268} According to the Court, ‘[a]ll of the documents obtained, including financial statements and deposit slips, contain only information voluntarily conveyed to the banks and exposed to their employees in the ordinary course of business;’\textsuperscript{269} Leaving aside the problems of the US constitutional protection of privacy through the ‘legitimate expectations’ doctrine, this example is also illuminating in the EU fundamental rights context.\textsuperscript{270} The further use by the government of personal financial data is specifically

\textsuperscript{263} Art 52 (1) EUCFR.


\textsuperscript{265} \textit{United States v Miller} 425 US 435, 437 (1976).

\textsuperscript{266} ibid, 438.

\textsuperscript{267} ibid, 442.

\textsuperscript{268} ibid, 443.

\textsuperscript{269} ibid, 442.

\textsuperscript{270} For a discussion on how the ECtHR has applied a ‘reasonable expectations’ test, see T Gómez-Arostegui, ‘Defining Private Life Under the European Convention on Human Rights by Referring to Reasonable Expectations’ (2005) 35 \textit{California Western International Law Journal} 153.
addressed by the purpose/use limitation principle, a keystone principle of data protection laws. It is not so evident, however, whether an interference with the right to privacy can be established here, without recourse to other fundamental rights and principles, such as, for instance, procedural rights of the individual to know if his personal information is further disseminated, or in certain cases, the principle of non-discrimination. Moreover, any potential claim of the customer against his bank would have to be established not on the basis of his right to privacy, but on breach of contractual obligations.

Taking data protection principles seriously is, therefore, a necessity. Data protection principles should not be seen as mere proclamations, void of any coercive meaning. Viewing fair information principles as coercive principles is not merely a theoretical issue emanating of the debate on the added value of data protection. It can have serious practical consequences in the drafting of legislation. This is because data protection principles are more specific and they can provide for prescriptive guidance better than the general privacy concept. They can be, thus, very informative for legislators, when they seek to adopt measures that clearly go against specific fair information principles. In these cases, stricter scrutiny against the test of proportionality should be applied, on the basis not only of privacy, but also of the specific data protection principle at stake. The problem remains the same, when the measure should be judged ex post, by courts: if a certain data protection principle is at issue, then it would be clearer if the court focused on that in order to perform the proportionality analysis, instead of seeking recourse to a general notion of privacy.

iii. The Essence of the Right to Data Protection: ‘Hard Core’ Data Protection Principles

In order for data protection to be able to function both positively and negatively, I argue that it should be recognised that this has an essential core that cannot be submitted to further restrictions. This follows from Article 52(1) EUCFR, that provides that ‘any limitation of the exercise of the rights and freedoms recognized by this Charter must … respect the essence of those rights and freedoms.’ This provision, which draws inspiration from national constitutions’ pronouncements and the ECtHR case law, aims to guarantee that no limitation will deprive the rights and freedoms of the Charter of their substance. However, the Court has not clarified

---

271 For instance, Art 19(2) of the German Basic Law provides that ‘[i]n no case may the essence of a basic right be affected.’
273 Lenaerts, n 119 above, p 391.
274 This pronouncement is often used with regard to the right to property. See Case 44/79 Hauer [1979] ECR 3727, para 23; Case 265/87 Schröder HS Kraftfutter [1989] ECR 2237, para 15; Case
whether the essence of a fundamental right refers to some kind of common and universal core of this right or whether this has a different meaning dependent on the circumstances of each particular case.275

Determining what constitutes the essence of the right to data protection is not an easy task. The Court referred to the essence of the right to data protection276 in its judgment in Digital Rights Ireland,277 asserting that this had not been adversely affected in that case because the Data Retention Directive contained certain principles of data protection and data security.278 This pronouncement indeed confirms that the CJEU has recognised that data protection is a fully fledged fundamental right that operates both positively and negatively, and has an inviolable core. However, it is concerning that ‘certain data protection and data security principles’ may dangerously confine the essence of the fundamental right to data protection only to ‘minimum safeguards’.

It should be noted, at the outset, that the essence of fundamental rights is necessarily a vague notion and should to an extent remain so. As is seen in detail below, the CJEU in Digital Rights Ireland and Schrems pinpointed in a dangerously accurate manner the essence of the right to privacy to the access to content of communications as opposed to metadata. Such an approach opened up criticisms concerning the artificiality of this division, but in my view, it is also risky because it ends up prescribing in definitive terms the essence of privacy. I disagree with such a prescriptive definition and, therefore, my attempt to approach the essence of data protection, is based on the premise that this should remain to an extent vague. Nevertheless, a number of points could be advanced here. The starting point for determining the essence of the right to data protection should be, of course, Article 8 of the Charter and the six data protection principles contained therein (the fair processing principle, the purpose specification principle, legitimate basis for processing, rights of access and rectification and the independent supervision principle). The fair processing principle includes further concerns and principles that should be considered even if not expressly listed in Article 8 EUCFR. Furthermore, there are certain types of processing that go against several, cumulative data protection principles. For instance, sensitive data should be shielded from certain categories of processing that can lead to profiling, especially if such processing is undertaken for different purposes from the ones that the data were initially collected for. Such processing that goes against a number of different data protection principles could be seen as an aggravated interference with the
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276 The Court also discussed the essence of the right to privacy. See Case C-362/13 Maximilian Schrems v Data Protection Commissioner (ECJ, 6 October 2015), para 39.
277 Joined Cases C-293/12 and 594/12 Digital Rights Ireland and Seitlinger [2014] ECR I-238, para 40.
278 ibid.
fundamental right to data protection. The purpose specification and limitation principle should also have a 'hard core', which should prohibit the secondary use of personal data, even if those are not necessarily sensitive. This 'essence' of the purpose limitation principle should apply when the further processing of personal data threatens the principle of non-discrimination or the core of the right to 'informational self-determination' of the individual. In essence, the 'hard core' of data protection would be what needs to be protected, so that the final values that data protection pursues such as dignity, informational self-determination and individual autonomy are safeguarded. This might require a recognition that the essence of one or more data protection principles has been touched upon in certain particular instances of processing.
7

Conclusions

I. THE FUNDAMENTAL RIGHT TO DATA PROTECTION RECONSTRUCTED

The first chapter of this book examined the normative added value of the fundamental right to data protection in the EU legal order. It explored the current theories about this right and concluded that three important limitations that this has faced since its emergence in the EU constitutional order impair it from functioning as a fully fledged fundamental right with a normative value of its own: its interconnectivity with privacy, its linking with secondary legislation, and the elusiveness of its content.

The first limitation arises from its relationship with the right to privacy. Privacy and data protection have been inextricably intertwined for several reasons: their scope overlaps to the extent that they both refer to the concept of ‘control over personal information’; privacy is an aim that data protection pursues and the two rights have been frequently associated in legislative instruments. For instance, Article 1(1) of the Data Protection Directive provides that Member States must ‘protect the fundamental rights and freedoms of natural persons, and in particular their right to privacy with respect to the processing of personal data.’ This interconnectivity between the two rights has prompted some scholars\(^1\) to argue that data protection operates as a transparency tool that permits certain processing, while privacy as the opacity tool, against which permissible limitations should be judged. In its initial case law following the entry into force of the Lisbon Treaty that made the EU Charter of Fundamental Rights binding, the CJEU considered that the two rights could not be dissociated, and were to be seen together as ‘the right to respect for private life with regard to the processing of personal data, recognised by Articles 7 and 8 of the Charter.’\(^2\) This association of the two rights prevents the right to data protection from having a normative significance on its own, since all permissible limitations are reviewed either on the basis of the right to privacy or through the combination of this right to the seemingly insufficient data protection.

---


\(^2\) Joined Cases C-92/09 and C-93/09 Volker und Markus Schecke GbR (C-92/09), Hartmut Eifert (C-93/09) v Land Hessen (CJEU (GC), 9 November 2010), para 52.
The second limitation that data protection faces in its operation as a fully fledged fundamental right concerns its relationship with secondary legislation. Data protection was regulated in different secondary EU law instruments long before its elevation to the status of a fundamental right. Data protection legislation has been subject to review and amendment by the EU institutions, and the recent adoption of the General Data Protection Regulation and the Data Protection Directive are significant instruments for the modernisation of this legislation in order to be able to respond to the challenges that arise from new technologies, the Internet and the modern techniques of processing Big Data. However, if the fundamental right to data protection enshrined in Article 8 EUCFR is made dependent on secondary legislation to the extent that its content has to be assessed on the basis of this, this right cannot have a normative value. Such linking is all the more dangerous, because subsequent amendments of secondary data protection legislation affecting the standard of protection offered may have an impact on the fundamental right to data protection.

Thirdly, data protection is limited from operating as a fully fledged fundamental right because of the uncertainty that surrounds the actual content of this right. Two pertinent questions arise in this respect: first, is the right to data protection confined in paragraph 1 of Article 8 EUCFR, which contains the general recognition that ‘everyone has the right to the protection of personal data concerning him or her’, or should all the three paragraphs of this article be taken into account in order to establish an interference with this right? Secondly, is the content of the fundamental right to data protection determined only by the six elements explicitly included in paragraphs 2 and 3 of Article 8 EUCFR (principle of fair processing, purpose specification principle, legitimate basis laid down by the law, right to access, right to rectification and independent supervision), or can it be argued that further data protection principles not expressly mentioned in this article can be part of this right?

This book developed a theory on data protection that reconstructed this fundamental right on the basis of three conditions. The first condition requires that the fundamental right to data protection has an ‘autonomous content’ of its own, which is independent from secondary legislation. The second condition provides that data protection should be balanced against opposing rights or other interests as such, not through the proxy of privacy. The third condition stipulates that data protection as a fundamental right should be able to function both positively and negatively, in that it should be able to both regulate and prohibit power.

The first condition, which requires that the fundamental right to data protection has an ‘autonomous content’ of its own, arises from the supremacy of the Charter and the rights enshrined therein in the hierarchy of EU norms. The fundamental right to data protection is autonomous of secondary data protection legislation, and this legislation and its subsequent amendments are reviewable on the basis of this right. However, it was clarified that such autonomous content does not bar courts from drawing inspiration from secondary legislative instruments.
to assist them with the interpretation of technical concepts such as ‘personal data’ or ‘processing’ or the meaning of different data protection principles enshrined in Article 8 EUCFR, in accordance with the relevant provision of Article 52(7) EUCFR, which points to the Explanations of the Charter that mention the Data Protection Directive. In this regard, I argue that the content of the fundamental right to data protection is not necessarily confined to the six principles expressly listed in Article 8 EUCFR; further fair information principles inspired from various sources of national, international and supranational law can be part of Article 8 EUCFR. This is consistent with the fact that the article itself stipulates the principle of fair processing, which incorporates further data protection requirements, such as transparency and accountability of processing. Such an interpretation was confirmed by the CJEU in Digital Rights Ireland,3 where the Court held that data security, a principle which is not expressly mentioned in Article 8 EUCFR, indeed forms part of this fundamental right. What should be cautioned, however, is that the content of the fundamental right to data protection should be autonomous, and, thus, independent from secondary law. The book also argued that the right to data protection is to be found in Article 8 EUCFR taken as a whole, reading together paragraphs 1, 2 and 3 of this Article, and not only on the basis of paragraph 1. If the right is to be found in the whole Article 8 EUCFR, this means that processing of personal data in accordance with paragraphs 2 and 3 does not constitute an interference with this fundamental right. It is only counter-intuitive to consider that any processing of personal data interferes with the fundamental right to data protection and as the data surveillance case studies have shown, this also presents an extremely superficial and even erroneous analysis.

The second condition that data protection has to satisfy in order to operate as a fundamental right with a value of its own requires that this should be balanced against opposing rights or other interests as such, not through the proxy of privacy. Any potential interference with the right to data protection should be determined on the basis of the data protection principles themselves, with the application of the principle of proportionality, without the need to recourse to the right to privacy. Determining disproportionate processing on the basis of the right to privacy, and not of the specific data protection principle that this goes against, is not only an unnecessary circumvention of the existing EU constitutional law that renders the right to data protection virtually useless, but it is also erroneous and dangerous, because there could be instances of disproportionate processing of personal data that hardly constitute disproportionate interferences with the right to privacy. Such an approach, furthermore, accepts that an interference with data protection does not necessarily imply an interference with privacy and vice-versa.

---

3 Joined Cases C-293/12 and C-594/12 Digital Rights Ireland Ltd v Minister for Communications, Marine and Natural Resources [2014] ECR I-238.
and, thus, avoids the fallacies committed by Advocate General Cruz Villalón in his Opinion in *Digital Rights Ireland*. The two rights are autonomous to each other and should operate in this way.

The third condition requires that data protection as a fundamental right should be able to function both positively and negatively. This requires recognition that data protection has an essential core that cannot be submitted to further restrictions, in accordance with Article 52(1) EUCFR. By recognising that data protection has an essential core, this right is able to prohibit power as well as regulate it—it can, therefore, perform the function of a fundamental right with an intrinsic normative value. Determining what constitutes the essence of the right to data protection is not an easy task. Recent case law has provided some guidance, but the issue still remains—rightly—vague. The Court spoke of the essence of the right to data protection in *Digital Rights Ireland*, connecting it to ‘certain principles of data protection and data security’. In this respect, it should be cautioned that the essence of the fundamental right to data protection—or any fundamental right—should not operate as a ‘floor’, offering merely minimum standards of protection. The essence of data protection would be what needs to be protected, so that the final values that this right pursues, and in particular dignity, are safeguarded. The essence of this right should play a role when an ‘aggravated’ interference based on processing that goes against a multitude of data protection principles occurs. It was explained that, for instance, the processing of data of the whole population, carried out for different purposes from those for which the data were initially collected, for a long period of time, and that can lead to profiling and discrimination based on ‘predetermined criteria and scenarios’ developed by algorithms, could touch on the essence of the fundamental right to data protection, since it interferes *cumulatively* with different data protection principles, and challenges the dignity of individuals.

Thus reconstructed to satisfy these three conditions, there is no reason why data protection cannot operate as a *bona fide* fundamental right and have a normative significance. Before this right is examined in the context of data surveillance, it is worth summarising the Court’s case law on the right to data protection as this emerged in Chapter 2. Before the constitutional entrenchment of data protection as a fundamental right in the Charter, the Court in *Österreicher Rundfunk* and *Lindqvist* dissociated the application of EU data protection legislation from internal market objectives. Since the entry into force of the Lisbon Treaty, its
case law on the fundamental right to data protection has evolved progressively, with the analysis identifying three stages of maturity. At the first stage, the Court could not dissociate data protection from privacy, and assessed the permissibility of limitations on what I call the ‘Schecke formula’ of viewing the two rights together. In this respect, the Court felt compelled to often repeat in its case law the close connection between data protection and privacy. At the second stage, the Court started to slowly distinguish between the two rights, but it did so in a somewhat confusing way, struggling with the relevant terminology. At the third stage, the case law of the CJEU not only proves that the Court can now see the two rights separately, but it also demonstrates how the permissible limitations to these rights should be assessed. Although the Court is, therefore, to be praised for reaching maturity in its case law concerning the right to data protection, some questions regarding the content and essence of this right have been left unanswered. These concern mainly the Court’s insistence to read the fundamental right to data protection only in paragraph 1 of Article 8 EUCFR and to consider, therefore, that any processing of personal data constitutes an interference with this right.

II. DATA SURVEILLANCE AND THE FUNDAMENTAL RIGHT TO DATA PROTECTION

The analysis of the four case studies on communications metadata (Chapter 3), travel data (Chapter 4), financial data (Chapter 5) and Internet data (Chapter 6) surveillance in Part II of the book reveals a number of common trends as to the why, the how and the what for of data surveillance. Data surveillance measures, whatever their focus, have similar purposes; are made possible through the (compelled) cooperation of private actors; they collect a significant volume of data; that are further processed and analysed in a probabilistic manner.

As emerged from all the cases discussed, fighting terrorism is one of the main purposes of surveillance. Some measures had further purposes, such as the fight against serious crime (Data Retention Directive), the prevention of transnational crime (PNR) and the acquisition of foreign intelligence (PRISM and UPSTREAM surveillance). Furthermore, data surveillance is undertaken through the cooperation of private actors that collect the data in the first place. Electronic communications’ metadata retention was based on the collection of such information by communications service providers; PNR data are collected by airline companies; financial data are extracted from the SWIFT database that provides financial messaging services; and information on Internet communications and activities has been obtained by the US authorities from leading Internet companies. In all the four case of data surveillance examined, the personal data are granted to the private actors by individuals for completely unrelated purposes, such as billing purposes (metadata retention); in order to book a flight (PNR); to transfer money (TFTP); and to use the services provided by Internet companies, such as Facebook and Google (PRISM). The volume of data collected and targeted under
the four examined surveillance cases is extensive. They all concern a generalised, mass retention of the electronic communications and Internet communications of virtually every individual that uses the respective services of communications providers, airlines and SWIFT. This retention is often not based on evidence of suspicion, but is undertaken pre-emptively in a probabilistic manner to uncover ‘risky’ individuals on the basis of algorithm processing and analysis of ‘terrorist patterns’.

Data surveillance poses serious challenges to the fundamental rights to privacy and data protection. These should be approached by assessing the potential interference with the two rights separately, as the Court rightly did in Digital Rights Ireland. Metadata retention, such as that prescribed in the Data Retention Directive, the TFTP and Internet surveillance programmes, such as PRISM and UPSTREAM collection interfere with the confidentiality of electronic and financial communications and, therefore, the right to privacy. It was argued that PNR is a different story, since most of the data retained in this case, albeit personal, are hardly private. Nevertheless, it was submitted that all the four data surveillance programmes examined in Part II interfere with the fundamental right to data protection as this was reconstructed in Chapter 1. The section below brings together the conclusions drawn from the substantive analysis of the four case studies and explains the steps that should be taken in order to assess the permissibility of the interference with this fundamental right.

III. COUNTER-TERRORISM DATA SURVEILLANCE AND PERMISSIBLE LIMITATIONS TO THE FUNDAMENTAL RIGHT TO DATA PROTECTION

The analysis of permissible limitations should follow Article 52(1) EUCFR, which provides that any limitation of a right of the Charter should be provided for by law; meet objectives of general interest recognised by the Union or the need to protect the rights and freedoms of others; be necessary; be subject to the principle of proportionality; and respect the essence of the right. Before I turn to these conditions, an initial comment should be made about the CJEU’s approach to data protection. Taking into account the importance of fighting terrorism, the Court should be praised for not following a ‘reductionist’ approach\(^\mathrm{10}\) to data protection (and privacy) through the adoption of strict standing conditions, that require some degree of ‘harm’ to allow the challenging of data surveillance measures. In addition, the CJEU has adopted a strict standard of judicial review of surveillance considering the seriousness of the interference this poses to data protection and privacy. First, it must be established that data surveillance programmes pose an interference to the fundamental right to data protection. The mere processing of

\(^{10}\) See L Floridi, ‘The ontological interpretation of informational privacy’ (2005) 7 Ethics and Information Technology 185, 194.
personal data is not enough to establish such an interference. All three paragraphs of Article 8 EUCFR should be taken into account and processing that does not comply with them, because it goes against certain fair information principles should be considered to interfere with Article 8 EUCFR. The fair information principles interfered with should be mentioned expressly in the analysis in order for this to be able to proceed to assess their permissibility. It was concluded from the four surveillance cases analysed that these interfere with the purpose limitation principle, the data minimisation principle, the data security principle, in many cases the data are retained for longer periods than necessary, many measures do not provide for adequate due process rights for data subjects or these rights—if provided—are substantially watered down in the protection they offer, and finally some of these measures do not guarantee control by an independent supervisory authority, thus failing to comply with the requirements laid down by the CJEU in Commission v Hungary.\textsuperscript{11}

Having established that there is an interference with the fundamental right to data protection, it should be examined whether this is ‘provided for by law’. In this respect, the measure must be foreseeable and accessible to individuals who should also be made aware of the potential access of public authorities to the data they grant to private actors in order to receive a service, such as to book a flight or transfer money or send an e-mail or a text message or browse the Internet. Surveillance programmes that have operated secretly for years and were revealed by media articles or whistle-blowers, such as TFTP and PRISM, do not satisfy this requirement.

Fighting terrorism and crime are considered objectives of general interest recognised by the Union and, therefore, there are a few difficulties for data surveillance measures to meet this requirement. It should be noted, however, that indiscriminate, mass data surveillance should not be undertaken for purposes such as border control management, as it was seen in the EU–US PNR case.

Assessing the necessity of a data surveillance measure requires an examination of the appropriateness of such a measure, its effectiveness to fight terrorism and an assessment whether this is the least restrictive measure that could be adopted in order to attain this objective. The data surveillance case studies examined were considered in general appropriate to fight terrorism. However, their effectiveness is far from proven, as robust empirical evidence as to their efficacy is not available. This is highly problematic, given that data surveillance is extremely broad in its scope and targets the whole population without providing for any exception for individuals that do not have any link to terrorism or serious crime. The broad reach of metadata surveillance as well as the fact that the Data Retention Directive did not determine the conditions of access to the data and did not make the retention period subject to any differentiation depending on the usefulness of the data retained were considered to violate the necessity requirement in Digital Rights

\textsuperscript{11} Case C-288/12 Commission v Hungary (CJEU (GC), 8 April 2014).
Ireland. Data surveillance measures should include robust provisions guaranteeing data security, the irreversible destruction of the data at the end of the data retention period and control by an independent authority. Even so, it is argued that data surveillance as such interferes disproportionately with the purpose limitation principle. Indeed, using data that individuals provided to private actors for totally unrelated commercial purposes empties this principle of its very content. The fact that the data surveillance measures provide the legal basis for the purpose deviation does not change this conclusion. It is crucial, therefore, that the courts and in particular the CJEU address this issue and decide whether the purpose limitation principle still has a meaning in the era of Big Data surveillance. Finally, data surveillance as a whole should be examined under the scope of proportionality stricto sensu to assess its advantages and the risks it engenders in a democratic society.\(^\text{12}\)

Finally, data surveillance measures cannot compromise the essence of the fundamental right to data protection. The CJEU has demonstrated in Schrems that essence of fundamental rights does not only have a symbolic value, but this can indeed play a decisive role on the invalidation of a data surveillance measure on the basis of its incompatibility with the fundamental rights at stake. What constitutes the essence of the right to data protection, however, is still unclear and vague. While this is not per se problematic, this book argued that the essence of this right cannot be confined to a ‘floor’ concept of safeguarding of certain minimum data protection and data security safeguards, as Digital Rights Ireland suggested. Such an approach would imply that Article 8 EUCFR can function only as a transparency tool that channels power, and not as a fully fledged fundamental right that can prohibit power.

IV. THE NORMATIVE VALUE OF THE FUNDAMENTAL RIGHT TO DATA PROTECTION IN COUNTER-TERRORISM SURVEILLANCE

Having discussed the different case studies, we should go back to the core question of this book: does data protection have a normative added value as a fundamental right? First, it should be observed that the fundamental right to data protection is neither obsolete next to privacy, nor does it serve as the lex specialis of privacy. The scope of the two rights may overlap to an extent, but it is different, as the PNR case demonstrated. Moreover, data protection pursues multifarious values that go beyond privacy. But even if data surveillance raises both privacy and data protection issues, as was seen in the context of metadata, financial and Internet data surveillance, the fundamental right to data protection does not lose its added value. The two rights can co-exist and operate independently next to each other.

\(^{12}\) See Opinion of Advocate General Saugmandsgaard Øe in Joined Cases C-203/15 and C-698/15 Tele2 Sverige v Post- och telestyrelsen and Secretary of State for the Home Department v Tom Watson, Peter Brice, Geoffrey Lewis, delivered on 19 July 2016, para 262.
to provide the individual with the most effective protective framework against counter-terrorism surveillance. The fundamental right to data protection does not threaten privacy and there is no hierarchy between the two rights.

The value of data protection is not limited to the fact that it indeed adds something to privacy, as the PNR case showed. The fundamental right to data protection has a legal and practical significance of its own. In legal terms, data protection is instrumental in ensuring informational self-determination, autonomy, non-discrimination and ultimately human dignity. Furthermore, as reconstructed in Chapter 1, data protection can stand as a bulwark against counter-terrorism data surveillance and the probabilistic processing of personal data. But data protection also has a practical significance. The right’s procedural nature expressed through the various information principles makes its demands clearly articulated for legislators, law enforcement and intelligence authorities, private actors whose compelled assistance is crucial for the carrying out of data surveillance, individuals and courts. The fair information principles provide specific guidance on the permissibility of processing and in this respect they should be used by legislators when they lay down counter-terrorism legislation. Law enforcement and intelligence authorities can use these principles as guidance when they conduct surveillance activities. Private actors are also bound by the fundamental right to data protection and have certain obligations as ‘processors’ of personal data. The constitutional entrenchment of data protection as a fundamental right in the EU has made this right more visible to the data subjects that often feel powerless in front of the modern means of surveillance. Finally, the reconstructed fundamental right to data protection is valuable for courts that are called upon to assess ex post the compliance of surveillance measures in the light of this fundamental right.

The discussion contained in this book would be incomplete if it did not concern itself with the question of whether counter-terrorism data surveillance can be—at all—compatible with fundamental rights. All the data surveillance measures examined in this book were found to interfere seriously with the fundamental rights to privacy and data protection. The only way that data surveillance can be made compatible with fundamental rights in order to pursue the legitimate objective of fighting terrorism is through its compliance with different data protection principles and requirements. These demand that:

- personal data are collected and processed on the basis of objective reasons that justify their usefulness in fighting terrorism, and the mass, indiscriminate collection of data of all the people without any differentiation just because they are readily available is not acceptable (data minimisation principle);
- there are measures in place ensuring data security and the protection of information from unauthorised access (data security principle);
- the conditions of access and use of personal data are clearly defined on the basis of objective criteria;
— data subjects have the right to know about the potential further purposes of the processing of their personal data and they can exercise effectively their rights to access, rectification and erasure as well as having avenues of effective judicial redress; and
— the processing of the personal data collected and, in particular, its use by counter-terrorism authorities is subject to independent control.

Data protection principles, therefore, are the only way forward for the compatibility of data surveillance with fundamental rights. The challenge for legislators is now to design such measures that respect the fundamental rights to privacy and data protection and do not deprive them of their very essence. Regulating data surveillance on the basis of the fundamental right to data protection and its fair information principles would be a first step towards this direction. But the reconstructed right to data protection does not only serve in regulating permissible data surveillance; it can altogether prohibit this if it compromises its ultimate values.

This book has studied the value of the right to data protection in the most difficult context: counter-terrorism data surveillance. The study of other instances of processing is work left for the future; nevertheless, it is hoped that the reader will have obtained important insights about this right’s capabilities that are transferrable to further different contexts of processing.